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PAYMENT CARD INDUSTRY DATA SECURITY STANDARD  

(PCI DSS) 
 

Major credit card companies are attempting to stop financial fraud incidents through the use of standardized security.  Organizations that accept credit 
(debit) card transactions are required to comply with PCI DSS by the end of 2007.  Organizations that fail to comply risk losing authority to process card 
transactions and handle cardholder data and are subject to fines of up to $500,000 if data is lost or stolen. 
Links to PCI DSS Information 
PCI DSS Standards  
 

https://www.pcisecuritystandrads.org/pdfs/pci_dss_v1-1.pdf 

VISA CISP and PCI DSS 
 

http://www.usa.visa.com/merchants/risk_management/cisp.html 

Wells Fargo: PCI DSS and 
Security Information & Best 
Practices 

https://www.wellsfargo.com/biz/merchant/service/manage/associations/news 
 

PCI DSS FAQs 
 

https://www.wellsfargo.com/biz/help/merchant/faqs/pci 

PCI DSS and Account Data 
Compromise, Assessments, PCI 
Detail Requirements – Self Study 

http://www.iian.ibeam.com/events/mast001/24008/ 

Mississippi Statues Under Review 
11-46-1 et seq.  
 

Tort Claims Act 

97-45-1 et seq. Mississippi Computer Crimes and Identity Theft Act 
 

25-1-111 Prevention of disclosure by state agencies of social security numbers 
 

17-25-1   County board of supervisors and municipal governing authorities authorized to allow payment of taxes, fees and other 
accounts receivables by credit card, charge card, debit card, etc. 

27-104-33   
 

Payment by credit card, charge card, debit card, or other form of electronic payment of amounts owed to state 
agencies 

63-1-35   
 

Form of license; use of Social Security number of licensee; photograph of licensee; renewal of license by electronic 
means;  payment of fees with credit or debit card; registered sex offender’s license to identify licensee as sex offender 

 


